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Secure Storage – CloudFormation Deployment Guide 

 
This guide is for the deployment of the Secure Storage Bundle using CloudFormation. 

 

Pre-requisites 

1. An existing Trend Micro Cloud One Account  

 

Deploying Template Using CloudFormation 
1. On the AWS console, navigate to the CloudFormation service. Click “Create stack”. 

 

2. Select “Upload a template file” 

3. Click on “Choose File”, then select the “Secure-Storage.yaml” file. Click “Next”. 



 

 

 

4. Enter a name for the stack. 

 

5. Enter the name of the bucket that you one to create along with the Trend Micro Cloud One 

region that you want to use. You will need a Cloud One ID to link your Bucket with your 

Cloud One Account. 

6. Under Bundle Specific details enter the distributor name, the bundle name (you can leave 

the default), and specify if you want to send this details to AWS. 



 

 

 

 

7. Click “Next”. 

8. In the “Configuration Stack Option” click “Next”. 

9. In the “Review Page” make sure that you allow the template to create custom IAM resources 

and then click “Submit”. 

 

 

 



 

 

10. Once submitted you will see the template being deployed. 

 

11. Wait for all the resources to be created. Press the refresh button on the top right until the 

stack creation is complete. 

 

12. The created stack should look like this. All the resources have now been created and 

deployed. 

13. Click on the “Outputs” tab to retrieve the Public IP of the Bastion Host 



 

 

 

14. Use this ARN to link the S3 bucket to your One Cloud Account 

 

 

Register FSS In CLOUDONE 

1. Go to https://cloudone.trendmicro.com/filestorage/deployment 

2. Click on Deploy 

 
3. Select Scanner Stack and Storage Stack 



 

 

 



 

 

4. 

 
a. Fill up Scanner Stack ARN: retrieved from Section Setup FSS via CloudFormation output 
result 
key: ScannerStackManagementRoleARN 
b. Fill up Storage Stack ARN: retrieved from Section Setup FSS via CloudFormation output 
result 
key: StorageStackManagementRoleARN 

5. Once fill up, click on Submit and wait until it show as 

 
 
Testing your deployment 

1. Test upload file to the application S3 bucket and FSS will start do the scanning 



 

 

2. Result will be shown as AWS tag under S3 bucket 

 
3. If it is malicious file, it will be moved to quarantine S3 bucket predefined in the CloudFormation 
template. 
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